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簡報者
簡報註解
Talk about our history of innovation
Method to this madness
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簡報者
簡報註解
Ruckus 成立於 2004 年 6 月為一家穩健成長的網路技術公司，從 2009 年到 2015 年，Ruckus 的複合年成長率為 49%是全世界成長最快速的網路技術公司之一，專注於教育體系需求，成功案例有臺北市教網、桃園市教網、新竹縣教網、苗栗縣教網及雲林縣教網
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RUCKUS Networks

Purpose-driven enterprise networks

www.commscope.com/ruckus

ACCESS POINTS SWITCHES loT NETWORKING

ANALYTICS & ASSURANCE SECURE NETWORK ACCESS



簡報者
簡報註解
We deliver it by building converged wired and wireless networks for enterprises and service providers.
That starts with Wi-Fi access points that have, for a decade, consistently outperformed their counterparts. We have numerous patents that make that possible and the APs are at the heart of how we deliver great end-user experiences.
APs are, of course, managed by WLAN controllers and we have a portfolio that supports every kind of deployment scenario, from the simplest to the most complex
Our line-up of ICX switches covers the needs of the entire campus from access or edge -- powering the APs -- to aggregation and core. Our most powerful switches provide the capabilities of chassis-based switches...without the upfront investment.
Secure network access software - in the form of our Cloudpath product - allows any user and any device to join any network--wired or wireless--securely. 
We embed network intelligence into our controllers and provide a stand-alone capability for larger networks. In the stand-alone form, we offer AI/ML enabled network analytics and assurance which automatically alerts IT to network anomalies and offers actionable insights to fix those before they become service affecting.
Our location software provides footfall and asset location data while simultaneously serving as an enabler for location-based services delivered by ecosystem partners.
In 2018, we announced the Ruckus IoT Suite, a new approach to building access networks to support IoT deployments. We call these IoT Access Networks.
You might be surprised to see LTE here. Ruckus is the ONLY enterprise network vendor with LTE as part of its portfolio and, using the CBRS band in the U.S., we’re enabling enterprises to deploy their own LTE networks as easily as they deploy Wi-Fi.

Transition to portfolio detail: Let me give you a little more insight into the portfolio...


http://www.commscope.com/ruckus
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An Access Point for Every Occasion
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R350

Wi-Fi 6 CERT
2x2:2

loT Ready

\ﬂ

T350/T350se
Wi-Fi 6 CERT
2x2:2

loT Onboard

e
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H350
Wi-Fi 6 CERT

2x2:2, 2 Port Switch

loT Onboard

R550
Wi-Fi 6 CERT
2x2:2

loT Onboard

Tri-radio 6GHz

5

R560
Wi-Fi 6E CERT
2x2:2 5GbE

loT Onboard

Wi-Fi 6 CERT

2x2:2, 4 Port Switch

loT Onboard
Dual Concurrent

R650

Wi-Fi 6 CERT
Ax4:4/2x2:2

loT Onboard

R750
Wi-Fi 6 CERT
4x4:4 | 2.5GbE

loT Onboard

Tri-radio 6GHz

R850
Wi-Fi 6 CERT
8x8:8 | 5GbE

loT Onboard

Wi-Fi 6E CERT
4x4:4 | 10GbE

loT Onboard

T750/T750se

Wi-Fi 6 CERT
4x4:4 | 2.5GbE

loT Onboard
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RUCKUS Wi-Fi APs outperformed everyone! P RUCKUS

COMMSCOPE

Network S
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Packet6: Wi-Fi Stress Test

Ti Out, N 1:||JW'-F'6AP A
s us Not Al Wi 6 AP v PACKETO

{ 4’ Rowell Dionicio - June 2, 20

Our Takeaway: Test Before You Buy

The RUCKUS AP significantly outperformed all of the other access points in every test. It was
the only access point capable of meeting real-world success criteria—maintaining a "good”

MOS score while simultaneously delivering stall-free HD video streams to 30 clients and

maintaining "high” throughput for all data clients.

As they say, your mileage may vary; but this test points out that different Wi-Fi 6 APs perform

differently in high-demand environments. We strongly recommend that you stress-test

any organizations are now frying to support a combination of streaming media,

: — , o multiple vendor APs in your own environment before deciding on a Wi-Fi 6 upgrade.
VolP and data downloads on their Wi-Fi networks, and they're considering

upgrading to Wi-Fi 6 access points (APs) to improve performance. We've seen
the marketing language of Wi-Fi 6 promising multi-gigabit throughput, so it seems that any .// / H T - - - /
AP with the Wi-Fi 6 designation should easily support various high-load scenarios found in htt ps ¢ pa c kEtG ¢ Co m Wlfl 6 a p St ress tESt

enterprises, schools, hotels, hospitals and other organizations.

http://www.wifi6stresstest.com
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¥ RUCKUS

RUCKUS Wi-Fi 6E AP update



RUCKUS WIFI6E AP vs competitors PF RUCKUS

COMMSCOPE

- R560

- Aruba AP615 and Extreme AP3000
- Missing 3 radio, only 2/5, or 5/6
Our PHY rate 4.71 Gbps, is the highest among Cisco/Aruba/Extreme/MIST
5Gbps POE beats Cisco/aruba/Extreme
R560 works for 0°C to 50° C, blocking Cisco and Mist (0°C to 40° C)

- R760

Support both 2-5-5/ 2-5-6 Radio mode, for countries where 6GHz not approved for unlicensed use.
- Block Aruba/MIST/Extreme/Cisco 9164 (Only Cisco CW9166 can do 2-5-5/2-5-6)

PHY Rate 8.35 Gbps - block Cisco/Aruba/MIST
10G POE block Cisco/Aruba/Extreme /MIST
R760 works for -10°C to 50° C, block other competitors (0°C to 50° C)

15 | ©2022 CommScope, Inc. | CommScope Confidential
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2.4GHz 5CGHz oGHz
2X2:2 2X2:2 2X2:2

Ruckus R560

Medium Density Tri-Band Wi-Fi

6E Indoor ereless .Sgrwc.es 591Mbps  1237.5 Mbps 2882 Mbps*
Platform with Multigigabit
# - 2400 Mbps (MCS11), 2882 Mbps (MCS13) max PHY rate
Backhaul >
% Dual Ethernet Ports T
% 1x 100/1000/2500/5000Base-T PoE In Port,
% 1x10/100/1000Base-T (RJ-45) B enmaa e
% |oT radios
% Onboard BLE & ZigBee (selectable)
X 2 1x USB 2.0 Port for loT extension O%g?
T % Control & Management
% RUCKUS SmartZone Zero Toleh Mesh
% RUCKUS Cloud
% Up to 512 client associations per radio
% Multi-User MIMO and OFDMA support @

% 802.3bt PoE input, 48VDC input

ChanneIFI RRM
algorithm

O zigbee

WPA3 5Gbps Cloud

* contingent on AFC rule ratification o
uplink & OnPrem


簡報者
簡報註解
Highlights
Tri-Band (2.4GHz/5GHz/6GHz), Concurrent access point
2.4 GHz radio: 2x2:2 802.11b/g/n/ax
591 Mbps max PHY rate
5 GHz radio: 2x2:2 802.11a/n/ac/ax
1237.5 Mbps max PHY rate
6 GHz radio: 2x2:2 802.11ax
2400 Mbps (MC11), 2882 Mbps (MC13) max PHY rate
2-5-5 Mode for countries with no 6GHz yet
LPI (Low Power Indoor) and SP (Standard Power)* modes supported
Multi-User MIMO support
Orthogonal Frequency Division Multiple Access (OFDMA)
BeamFlex+ adaptive antennas with Polarization Diversity (PD-MRC)
RUCKUS SmartMesh
Support for onboard IoT radios, BLE & ZigBee (selectable)
Up to 512 client associations per radio
1x 100/1000/2500/5000Base-T PoE In Port, 1x10/100/1000Base-T (RJ-45) Ethernet Port
802.3bt PoE input, 48VDC input
1x USB 2.0 Port
Mounting support for hard wall & ceiling, desktop, Kensington lock security
Control & Management: SmartZone, Cloud
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Ruckus R760

Highest Capacity Tri-Band Wi-Fi
6E Indoor Wireless Services
Platform with Multigigabit
Backhaul

Wifg) 6)

CERTIFIED

* contingent on AFC rule ratification

x

x

x

x
x

x

o

2.4GHz 5GHz oGHz

444 4xX4:4 4xX4:4
1148 Mbps 2400 Mbps 4800 Mbps*

# - 2400 Mbps (MCS11), 2882 Mbps (MCS13) max PHY rate

Dual Ethernet Ports
% 1x 100/1000/2500/5000/10000Base-T PoE In Port,
% 1x10/100/1000Base-T (RJ-45)
loT radios
% Onboard BLE & ZigBee (selectable)
% 1x USB 2.0 Port for loT extension
Control & Management
% RUCKUS SmartZone
% RUCKUS Cloud
Up to 1536 clients per AP
Multi-User MIMO and OFDMA support
802.3bt PoE input, 38.8 W DC input

. /fs é =

uplink & OnPrem

BeamFlex adaptive
antennas

i

SmartMesh
Zero Touch Mesh

@

ChanneIFI RRM
algorithm

2 R1


簡報者
簡報註解
Highlights
Tri-Band (2.4GHz/5GHz/6GHz), Concurrent access point
2.4 GHz radio: 2x2:2 802.11b/g/n/ax
591 Mbps max PHY rate
5 GHz radio: 2x2:2 802.11a/n/ac/ax
1237.5 Mbps max PHY rate
6 GHz radio: 2x2:2 802.11ax
2400 Mbps (MC11), 2882 Mbps (MC13) max PHY rate
2-5-5 Mode for countries with no 6GHz yet
LPI (Low Power Indoor) and SP (Standard Power)* modes supported
Multi-User MIMO support
Orthogonal Frequency Division Multiple Access (OFDMA)
BeamFlex+ adaptive antennas with Polarization Diversity (PD-MRC)
RUCKUS SmartMesh
Support for onboard IoT radios, BLE & ZigBee (selectable)
Up to 512 client associations per radio
1x 100/1000/2500/5000Base-T PoE In Port, 1x10/100/1000Base-T (RJ-45) Ethernet Port
802.3bt PoE input, 48VDC input
1x USB 2.0 Port
Mounting support for hard wall & ceiling, desktop, Kensington lock security
Control & Management: SmartZone, Cloud
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First Wi-Fi 7 Indoor AP — R770 T RUCKUS

COMMSCOPE

Target date : Q4 2023 (subject to change)
Single LED

Tri-band (2+5+6): 2x2 (2.4GHz) + 4x4 (5GHz) + 2x2 (6GHz)
Dual-band options: 2+5, 5+6
No software-configurable 2+5+5 mode

1 x 10Gbps & 1 x 1GbE

PoE-in (802.3bt) or 802.3at with reduced functionality

concurrent BLE and Zigbee
3 modes: BLE + Zigbee, BLE + BLE, Zigbee + Zigbee
1 USB 2.0 port for additional loT radios and containers (future)

RO F G \

In-built GPS for Indoor Geolocation
Geolocator cloud service with GPS, 802.11mc, and Mobile
App

19 | © 2022 CommScope, Inc. | CommScope Confidential



Major Wi-Fi 7 Enhancements
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Extremely Standard Wi-Fi6/6E  Wi-Fi7
High Max Speed with 1
LWCTES  Spatial Stream 1.2Gbps 2.9 Gbps
Max.Speed with 2 2.5 Gbps 5.8 Gbps
Spatial Streams
Max SpeedwithMax  ; o 05 46.4 Gbps
# of Spatial Streams

Punctured

Transmission

* Increased channel availability
e Better throughput
* Lower latency

e

ectrum

* Link redundancy (resilience)
e Link aggregation (throughput)
* Link selection (latency)

Multi-Link

Operation

Multi-link Device A Multi-link Device B

Link 1

MACB

-IP Address B

IP Address A

Link 2

Enhanced

Quality of

Service

* Time Sensitive Networking (TSN)
* Deterministic Low Latency

best-effort best-effort time-sensitive
frame arrival ~ frame arrival frame arrival

time-sensitive
frame arrival

\4 \J \4
No prioritization
Non-preempijive prioritization
Preemptive prioritization BE #1 ‘ BE#2

- Extra headers (preemption overhead)
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簡報者
簡報註解
Wi-Fi 7 brings the following Major Improvements:

At the physical layer, Extremely High Throuput:
Operating on 2.4 and 5GHz as well as the new  6GHz band (depending on countries).
Going from 1K QAM (Wi-Fi 6) to 4K QAM bring adding an extra 20% througput.
Going from 160 to 320 MHz channel width, doubling the capacity.
The table shows the maximum speeds that can be obtained in Wi-Fi 7 and Wi-Fi 6/6E. With the same number of chains it more than doubles and ultimately it could be multiplied by 5.

Punctured Transmission:
In case of presence of interference, WiFi 5 cannot operate outside the spectrum in which interference is present, WiFi 6 could operate with a smaller channel width, but it still had to be a contiguous spectrum which could mean a severe reduction of capacity. With punctured transmission the Wi-Fi 7 device only needs to reduce the spectrum it uses by the one corresponding to the interference source.
This brings faster throughput and better access to the medium

Multilink Operation:
MLO enables devices to simultaneously send and receive data across different frequency bands and channels. Different data can be sent over each link to increase throughput, the same information can be send on each link to increase resilience or data can be sent on the first available link to improve latency.

QoS:
WiFi brings a series of QoS improvement, including:�TSN: It’s an IEEE standard which helps provide low latency and increased reliability. TSN technology, originally designed to reduce buffering, latency and jitter in Ethernet networks, uses time scheduling to ensure reliable packet delivery for real-time applications.
Latency will also be more deterministic, meaning it will not spike beyond a certain limit.



Use Case for Wi-Fi 6E/7 Pf RUCKUS
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簡報者
簡報註解

Ruckus IoT-ready Access Points (APs) – our existing ceiling-mount R510, wall-mount H510, and outdoor T310 will be the first set of APs to become IoT-ready. 

Ruckus IoT Modules—A NEW device that attaches to a Ruckus IoT-ready AP that supports standards such as Bluetooth Low Energy (BLE), Zigbee, LoRa and more. Our first IoT Module, the I100, will support BLE and Zigbee within the same enclosure.

Ruckus SmartZone Controller—Our existing WLAN controller will provide a single management interface for both the WLAN and the IoT ACCESS NETWORK.

Ruckus IoT Controller—A NEW virtual controller, deployed in tandem with a Ruckus SmartZone Controller, that performs connectivity, device and security management functions behind the scenes for non-WiFi devices. Our IoT Controller also facilitates cross-solution endpoint communication and APIs for northbound integration with IoT cloud services.





Insights Solutions
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Environmental Monitoring

 Free Inclusive Solutions

« Environment Racal &

« Environmental
RUCKUS

Integrated Environmental Monitoring Solution and Primary Dashboard.

Analytics Monitoring

RUCKUS

-.'L %
Analytics Monitoring H ]

Integrated Device/Event Data Analytics Monitor Solution and Dashboard

RUCKUS @
EDU
Student Safety

Integrated Student Safety Solution.

 Licensed Soluti

RUCKUS

Video

Video Solution

Integrated Event Video Solution and Primary Dashboard Interface.

Graphing
Analytics

- Any Event Search and
Display

- Student Safety

- Vape/Bullying Monitoring
and Notification

ons

- Video
- Event Recall & Playback

s N Door Safety Salution
RUCKUS Door
Safety 1
Door Safety Solution

RUCKUS
Occu
Occupancy/Utilization

Integrated Occupancy & Utilization Monitaring and Analysis Solution.

Staff Safety Solution

RUCKUS
Safety
Staff Safety Solution

Integrated Staff Panic Button & Safety Monitoring Solution

Building Management Solution

RUCKUS
Building
Building Management Solution

Integrated Building Management Analytics Solution.

AN

Insights Solution for FireDoor Monitoring and Alarm Reporting.

« Occupancy
- Space utilization/occupancy

- Staff Safety

- Panic/Safety Monitor &
Notification Alerting

- Building

« Environment/Power monitoring
and projection

- Door Safety

- Door Monitoring and
Notification Alerting

RUCKUS

Reporting

- Reporting

- Report Generation and custom

Customized Data Extraction and PDF Report Generation for Insights Data.

Document writing
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17:06:05

OPERATION . o
Video Service Gl
M Dashboard

[E] Floomplan

SERVICES

4 Service Panel

ADMIN
B SystemLog

&3 Configurstion

version 20.0.100

Developed by RUCKUS
loT Solutions Engineering




A Growing loT Ecosystem
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Building Management & Control
Lights
Locks
Thermostat
Wall light switch
Switched outlets (smart plug)
Blinds/Shades
Cameras
CO, sensor
Motion
Door Contact
Water Leak
Safety and Security
Locks
Cameras

Panic Button / Staff Safety
Siren Alarm

Location Based Services
Staff Safety / Panic Button
Location Based Services

BLE Beacons
Asset Tracking

¢? telkonet’

ENERGY MANAGEMEN

ASSA ABLOY

CONNECTED ENTRY

TraknProtect

PANIC BUTTON

D
REACT
mobile

PANIC BUTTON

AXISa

COMMUMNICATIONS

IPCONFIGURE |

VIDEO / VMS

dormakabar«

CONNECTED ENTRY

AVAYSTEM
.( kontakt.io

LOCATION SERVICES

sQmfy.

MOTORISED WINDOW COVERING

SmartThings =

HOME AUTOMATION . |
-

0@ 7

il
STANDARD BLE / ZIGBEE Ef

SALTO

CONNECTED ENTRY




Insight Marketplace
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anfiguration Management

JCKUS

o i

:ernal Tool/Interface to allow Localized Device
tallation with a Phone and QR Tagged Devices.

mote Device Installer Tool

saAbloy

JionLine Connector

plication and Access connector for Assafbloy
ionLine Online Lock Server & Ruckus 10T
ntroller.

JCKUS/Rigado

RI@ADO

" Gateway Connector

plication to provide connectivity of Edge-
‘onnect BLE Containers to the EdgeDirect Cloud
‘vices & Insights Solutions.

rcuitMeter

wer Meter Cloud Connector

| Interface for CircuitMeter connected Power
ters and Devices

cNa

Configure Inc

o
Samsung po
SmartThings Connector
Application and Access connector for Samsung
SmartThings Enabled Access Points and Cloud
Services.
Axis Communications AXISa

ACAP Camera Connector

Application and Access connector for Axis
Communications range of |P cameras with Axis ACAP
Application Interface.

RUCKUS

f? ,f
10T Gateway Connector

Application Service providing connection to RUCKUS
(Development) |OT Gateway Platforms using the 10T-
GW SDK

CThings

CThings Cloud Connector

API Interface for CThings Cloud connected LoRa
Devices

Vonage Inc

=

=) solutions On

ALL Applications

dormakaba de

Ambiance Connector

Application and Access connector for dormakab
Ambiance Online Lock Server & Ruckus |OT
Controller.

Rachio ‘

Sprinkler Connector
Application to provide |OT Connector Monitorir
Rachio Sprinkler Systems and Rachio Cloud Con

TraknProtect

Staff Safety Buttons
Support far TnP Series of Panic Buttons and Loc:
Service Devices

IPConfigure Inc N\

Orchid VMS Connector
Application Interface for IPConfigure Orchid Co
Video Management System for Video event play

SMTP I

) Solutions Only

| Search....

MQTTClient

4. MQTT Client Connector N
a MQTTClient Y )

A 10T Controller Con

& RuckuslOT
¥ 100 v ¥ 100
SMTP
SystemUpdate o Veood
SMTP E-MAIL API an Insights Online Upgrade @ an APl Endpoint Se
lity for Vonage SMS General SMTP connector service for 3rd parties - SystemUpdate & WebHooks
ind Text message supporting SMTP authentication and interfaces to 1,00 v v 100
send e-mail messages.
APPInstal
F SMTP E-MAIL API E 4o Marketplace Solution
& SMTPemail & APPlnstalle:
xl' ? Google Inc W v 101 v v 101
syslog-ng A e ==
SR TN ST
nnectivity to an Settings and Connector for Google Mapping AP| v Video Solution “ av Envirenmental Mor
Interface. & SaaSVideo & SaaSEnvironmi
p 1.0.6 v [z 100
V V SaaSOccupancy SaaSAnal
A Occupancy/Utilization - Ao Analytics Monite
RUCKUS M & SaaSOccupancy & SaaSAnalytic
- p 10.3 v 2 114

itoring Solution and

re

Analytics Monitor

m RUCKUS

Staff Safety Solution
Integrated Staff Panic Button & Safety Monitoring
Solution

Building Management Solution

Integrated Building Management Analytics Solution.

RUCKUS
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loT Device Sensor

yP RUCKUS
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loT Devices

Name Site
AB-Office-Temperature01 RKSUK01
AB-Office-DOORO01 RESUKO1
AB-Office-Temperature(2 RKSUK01
AB-Lab-DOOR01 RKSUKO1
AB-Office-CO2 REKSUKO01
AB-Office-BUTTONO1 RKSUKO1
AB-Office-WATER01 RKSUKO01
AB-Office-Light01 RESUKO1
AB-Office-Power02 RKSUKO01

AB-Office-POWER-STRIP01 RKSUKO01

Garage PIR01 RKSUKO1
DOOR10 RKSUKO1
ENVIROO01 RKSUKO01
soter-B8:27:EB:D6:F8:08 RKSUK01
Andys BLE Tag RKSUKO1
BLE-PIR01 RKSUKO01
BLE-PIR02 RKSUKO1
BLE-DOOR01 RKSUK01
BLE-Enviro01 RKSUKO1
TAG0001 RKSUKO01
TAG0002 RKSUKO01

Location

Office
Office
Office
Garage
Office
Office
Office
Office
Office
Office
Garage
Garage
Garage
Office
Office
Office
Office
Office
Office
Office

Office
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Manufacturer

LUMI

LU

LUmMI

LUMI

Titan Products Ltd
Samijin

Samijin

OSRAM

OSRAM
_TZ3000_hktgqahrg
TABS

TABS

TABS

Soter Sensor
Apple, Inc.

rigado

rigado

rigado

rigado

Apple, Inc.

Apple, Inc.

| Search....
Model Value
lumi_sensor_ht
undefined Alarm

lumi.weather

lumi_sensor_magnet aq2

TPZRCO2HT-Z3
button temperature
water temperature

CLAGD RGBW OSRAM
Plug 01

TS0001

TBMS100

TBOW100

TBTH100

F5275

BLE Sensor
RS40_Occupancy_Sensor
RS40_Occupancy_Sensor
minewS4

S1_Sensor

BLE Sensor

BLE Sensor

State
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Configuration Management
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Floor Plans
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| RKSUKO01

x

soter-B8:27:EB:D6:F8:08 | AB-Office-DOORO1 ¥4
Type:LOS: State —-2—I— %‘l
Site :RKSUKOD1, Building :101LE,

Floor:1, Location :Office

AB-Office-Temperature02

Type: contact: State Alarm Type:LQI: State 0% @
Site :RKSUKOL, Building :101LE, Site :RKSUKD1, Building :101LE,
Floor :1. Location :Office Floor 1, Location :Office

1
‘ AB-Office-POWER- AB-Office-Light0l @4 | AB-Office-BUTTONO1 ¥d
F A STRIPO1 @ Type:LQIl: State 0% Type:LOS: State 02:00:01
= Type:LQI: State 0% Site :RKSUKOL, Building :101LE, Site :RKSUKDL, Building : 101LE,
Site :RKSUKDL, Building :101LE, Floor:1, Location :Office Floor :1, Location :Office
Floor :1, Location :Office
{ AB-OfficePower02 @@

Type:LOS5: State 02:00:11
Site :RKSUKO1, Building :101LE,
Floor:1, Location :Office

Change | M | oo-o

Realm Site
| insigntsBareMetal « | | Risukot - |
Building Floor
| 1018 * |1 |
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Event Log E.
ID Site Location Device Type Event Time Action Camera Stream Preview Video
621501 RKSUKO1 Office AB-Office-PIR0Z2 motion 27/07/2023,17:33:38 unoccupied F44-Goodsin 27 5 Seconds @
621500 RKSUKO1 Office AB-Office-PIR03 motion 27/07/2023,17:33:37 unoccupied F44-Goodsin 27 5 Seconds @
621499 RKSUKO1 Office AB-Office-PIR02 motion 27/07/2023,17:33:17 occupied F44-Goodsin 27 5 Seconds @
621498 RKSUKO1 Office AB-Office-PIR03 motion 27/07/2023,17:33:15 occupied F44-Goodsin 27 5 Seconds @
621497 RKSUKO1 Office AB-Office-PIR0O3 motion 27/07/2023,17:30:00 unoccupied F44-Goodsin 27 5 Seconds @
621494 RKSUKO1 Office AB-Office-PIR0O3 motion 27/07/2023,17:29:49 occupied F44-Goodsin 27 5 Seconds @
621495 RKSUKO1 Office AB-Office-PIR0O3 motion 27/07/2023,17:24:51 unoccupied F44-Goodsin 27 5 Seconds @
621494 RKSUKO1 Office AB-Office-PIR03 motion 27/07/2023,17:24:40 occupied F44-Goodsin 27 5 Seconds @
621493 RKSUKO1 Office AB-Office-PIR03 motion 27/07/2023,17:24:39 unoccupied F44-Goodsin 27 5 Seconds @
621492 RKSUKO1 Office AB-Office-PIR02Z motion 27/07/2023,17:24:23 unoccupied F44-Goodsin 27 5 Seconds @
621491 RKSUKO1 Office AB-Office-PIR02 motion 27/07/2023,17:24:14 occupied F44-Goodsin 27 5 Seconds @
621490 RKSUKO1 Office AB-Office-PIR0O3 motion 27/07/2023,17:23:59 occupied F44-Goodsin 27 5 Seconds @
621489 RKSUKO1 Office AB-Office-PIR0O3 motion 27/07/2023,17:19:51 unoccupied F44-Goodsin 27 5 Seconds @
621488 RKSUKO1 Office AB-Office-PIR02 motion 27/07/2023,17:19:49 unoccupied F44-Goodsin 27 5 Seconds @
621487 RKSUKO1 Office AB-Office-PIR02 motion 27/07/2023,17:19:40 occupied F44-Goodsin 27 5 Seconds @
621486 RKSUKO1 Office AB-Office-PIR03 motion 27/07/2023,17:19.37 occupied F44-Goodsin 27 5 Seconds @
621485 RKSUKO1 Office AB-Office-PIR0O3 motion 27/07/2023,17:15:45 unoccupied F44-Goodsin 27 5 Seconds @
621484 RKSUKO1 Office AB-Office-PIR0O3 motion 27/07/2023,17:15:35 occupied F44-Goodsin 27 5 Seconds @
621483 RKSUKO1 Office AB-Office-PIR0O3 motion 27/07/2023,17:15:23 unoccupied F44-Goodsin 27 5 Seconds @
621482 RKSUKO1 Office AB-Office-PIR03 motion 27/07/2023,17:15:11 occupied F44-Goodsin 27 5 Seconds @
621481 RKSUKO1 Office AB-Office-PIR03 motion 27/07/2023,17:15:00 unoccupied F44-Goodsin 27 5 Seconds @
621480 RESUKD1 Office AB-Office-PIRO3 motion 27/07/2023,17:14:39 occupied F44-Goodsln 27 5 Seconds @
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CONVERGED NETWORK



簡報者
簡報註解
A new way is needed to bring devices, data, management and security together to simplify connectivity



Converged devices were the initial drivers to converged networking.

Converged networks are about more than just connecting devices
Smarter connectivity creates a seamless whole without compromising performance and stability while increasing visibility and control
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P THACHAR A A B pf RuCKUS

e Uplink Port 25GE
Advanced SEP28

Functionality

ICX8200-CO8PF

o VXLAN

s 1CX8200-24

|7 1CX8200-24P

Next * More MGig Port
€=z @ POE : 802.3bt, 90W
SPEC e MADE IN TAIWAN

% 10X8200-48
ICX8200-48P
ICX8200-48PF

e ICX8200-48PF2

High Value g8 Stacking 12 x

Features
Included e 3 Years TAC Support
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ICX8200 SKUs — Phase 1
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Existing Model

ICX8200 24

ICX8200-48

ICX8200-24P

ICX8200-48P

ICX8200-48PF

ICX8200-48PF2

74 |ICX8200-CO8PF

RJ45 24-port
10/100/1000Mbps
RJ45 48-port
10/100/1000Mbps
RJ45 24-port
10/100/1000Mbps
RJ45 48-port
10/100/1000Mbps
RJ45 48-port
10/100/1000Mbps
RJ45 48-port
10/100/1000Mbps
RJ45 8-port
10/100/1000Mbps

SFP28 4-port
1/10/25G
SFP28 4-port
1/10/25G
SFP28 4-port
1/10/25G
SFP28 4-port
1/10/25G
SFP28 4-port
1/10/25G
SFP28 4-port
1/10/25G

SFP+ 2-port 1/10G

None

IEEE 802.3af/at
370W

IEEE 802.3af/at
370W

IEEE 802.3af/at
740W

IEEE 802.3af/at
1440W

|EEE 802.3af/at
124W

|ICX7150-24

|ICX7150-48

|ICX7150-24P

|CX7150-48P

ICX7150-48PF

None

ICX7150-C12P

COMPANY PROPRIETARY INFORMATION, FOR INTERNAL USE ONLY
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ICX 8200 Phase 2: MultiGigabit Access
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ICX8200-24ZP
24 Port Multigigabit Ethernet PoE

ICX8200-48ZP2-E
48 Port Multigigabit PoE
Dual FRU PSU & Fan (with 1 PSU & Fan)

ICX8200-48ZP2-E2
48 Port Multigigabit PoE
Dual FRU PSU & Fan (with 2 PSU & Fan)

ICX8200-C08ZP
8 Port Compact Multigigabit PoE

24 10/100/1000/2.5 802.3bt Class 8 PoE, 740W budget
4 1/10/25GbE SFP28

32 10/100/1000 802.3at Class 4,
16 10/100/1000/2.5 802.3bt Class 8 PoE, 740W budget
4 1/10/25G SFP28

32 10/100/1000 802.3at Class 4,
16 10/100/1000/2.5 802.3bt Class 8 PoE, 1480W budget
4 1/10/25G SFP28

4 10/100/1000/2.5 802.3bt Class 8,
4 1/2.5/5/10 802.3bt Class 8 PoE, 240W budget
2 1/10/25GbE SFP28
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ICX 8200 Phase 2: Fiber Access
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ICX8200-24F
24 Port 1GE Fiber

ICX8200-48F
48 Port 1GE Fiber

ICX8200-24FX
24 Port 10GE Fiber

24 1G SFP
4 1/10/25GbE SFP28

48 1G SFP
4 1/10/25GbE SFP28

16 1/10G SFP+
8 1/10/25GbE SFP28

37 | © 2022 CcommScope, Inc. | CommScope Confidential



ol
Y RUCKUS

COMMSCOPE






簡報者
簡報註解
Let’s start by examining that phrase: any user, any device, any network. 
Computing environments are more complex than ever, and any system for secure access needs to accommodate this. 
What do we mean by any user?
We mean internal BYOD users—these will be primarily employees of the organization, or any other long-term stakeholder who needs ongoing network access. In an academic environment this includes students. 
We also mean guest users. These can be partners, short term contractors, vendors—any visitor to the organization. 
Like internal users, they arrive expecting to get online quickly and easily. 

Transition
The next attribute is the ability to support any device. 



Any Device



簡報者
簡報註解
What do we mean by any device? 
Users expect to connect a wide range of device types to your network.
Laptops, tablets, smartphones with a range of different operating systems.
These devices may belong to internal users or guests, or they may belong to your organization.
In most organizations, IoT devices are also in the mix.

Transition
Next let’s consider “any network”. 


mmScope,;irilc.

© 20228



簡報者
簡報註解
Cloudpath supports not only any user and any device, but also any network. 
That means wireless and wired infrastructure from any vendor—even RUCKUS competitors like Aruba and Cisco.
So when we say any network, that means you don’t have to swap out your existing infrastructure to deploy Cloudpath. 
While we would like you to have a RUCKUS wired and wireless network too, it’s not a prerequisite for the product we’re discussing today. 

Transition
Now that we’ve define what we mean by these terms, let’s look at some of the challenges that organizations face when it comes to getting users connected. 


CloudPath 2L E 28 N Z- 2R A PF RUCKUS

T IEINAE

802.1X 3078

math

Internet

ERZE/&E

MAC #0a%
fic 85 % FEVLAN RRACL O]

Web # H E RiC\A *7\2

IREZEE T (802.1X,
MAC auth)

BH‘J IEEIE §E L =103 Eg -HLQ 1%

Flexible Authentication
802.1X & MAC auth

—cA A CoA (Change of
B -y

& Authorization)
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BYOD Devices

. . ‘ﬁ‘
Self-Service Onboarding ~ Effortl C tivit
oo | Portal for All Users and All B ortiess Lonnectivity
- *  Employees .
*  Students/faculty » Devices
T Q B o contracton e Automatically connects
L)
Onsite Configuration %——C} Offsite Configuration o
d wa No slash pags
Welcome Msg & Use Policy .
o %H * Fully authenticated
- *  Partners - Login Via AD . .
* Customers Sponsored — ® ROIE'based pO|ICI€S
Any visitor | iTAsset | | Personal Device |
. ‘ Voucher Verify Email b & .
T Prompt Orzms T-approved. | [ checkbxisting * Encrypted session
Voucher evices
. Guest Policy Guest Policy v ¥
IT-owned Devices [ X Days 5 1Day IT Policy BYOD Policy
T a [ 3Years g 1 Year
* IT-owned 8 - | l

‘ . laptops,
o mobile, and loT
e Scanners
— .
E L * Printers
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簡報者
簡報註解
Let’s look at how the self-service onboarding process works. 
Onboarding occurs on “day one” when a user originally connects with a new device. 
The BYOD or guest users follows their relevant workflow and the system maps them to access policies specific to the user or device category.
Users access the onboarding portal to enroll new devices when they enter the environment for the first time. That’s Day 1.
Once in the portal, users and devices get configured properly with appropriate network access policies and authenticated to the appropriate encrypted SSID
On "day two" the user's device connects and authenticates automatically and securely. That’s it! 

Transition
Let’s look at quick demo to see how this works.
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= Day 1
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Internal Users—BYOD Devices
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Connect

automatically

Active Directory

R O |
e

o Guest
ﬂoo
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* Partners
g . ‘ e Customers
e Suppliers

* Any visitor

"
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簡報者
簡報註解
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s

[y 41

Cloudpath Cisco ISE Aruba

Enrollment ClearPass
System

\_ J \_ J Vendor agnostic

g A - On A Secure network access v v v
Cloud Premises for BYOD, gue§ts, and
(VM) IT-owned devices
v

Choice of on-premises
or cloud-based

N N XN X

r D deployment
[ Subscription ] Subscription Easiest to deploy and — —
\ o manage
! | Superior cost
uperior cost- — —
i Perpetual ) effectiveness—with

all-in-one user-based
licensing
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簡報者
簡報註解
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One network element: A SmartZone network controller

- 4 .



簡報者
簡報註解
(The SmartZone network controller is a single network element that controls and manages a wired-wireless network)
No other network element is required
The SmartZone network controller is an all-in-one system for control, management, monitoring, analytics, reporting and troubleshooting

Transition: Network controllers are available in several different forms suitable for different network sizes and deployment requirements


1. IT ships pre-provisioned AP to employee
* SmartZone controller address

 Dual SSID
* Split tunnel configuration
Rt S * QoS settings for voice
4 nectivity Trace P> | ] 1y Cear
. R — —— 2. Employee connects AP to home router and
I L . — powers up
B _' * AP connects to pre-provisioned SmartZone controller
e 3. IT approves AP and moves to appropriate Zone
— * This can be automated using SmartZone REST API or by
s using Ruckus Network Director
S 4. Employee connects devices to the AP using
——— appropriate SSID
P * Corporate SSID for encrypted tunneled traffic. No VPN

i ) 4 i * _ required on client.
Visual Connection Diagnostics for remote troubleshooting s LomessiDforeothedi

(AT B 17 RIS [ RE >R e H o S
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Great Al/ML - Verified

Ruckus Analytics RUCKUS 23

PACKETO

Meraki Wireless Health

Mist Al driven platform

Extreme ML Insights

Aruba Al Insights

o

2.75 5.5 8.25 11

Mean Time To Identification (MTTI) in minutes
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Data Retention on RUCKUS Analytics P SRS
Dashboard data display I Up to 1 week
Configuration Change - Up to 30 days

Incidents, Client Troubleshooting, Al _ Up to 90 days

Recommendations, Health SLA

Occupancy, Service Validation, Reports _ 12 months

and Data Studio
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RUCKUS Analytics Features — Part 1 PY RUCKUS
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LD CANTE T

L]
) " Source Device: G This s eficen 51 claman (45 . chassa
Connected Dey e . U "
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5 USRS

Network Topology Incident Analytics Client
Troubleshooting

S ez
- NN =
!o
— 1 I|I L It i o i T & g H 4 .
| R j 111 e [
p— " I L LAY R —_— -
i f v WY W | " w000 me— bty T
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~Em Tog 10 AP by Cleet Goud =
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= —— i |

Network Health SLA Reports

51 | © 2021 CommScope, Inc. Confidential & Proprietary. FOR INTERNAL USE ONLY



SCOPE
RUCKUS

a ™~ n a ®

ils Report

Avg Rate
3.247 ks

Usar Traffic
7311

Sossions Applcations

7

Currant/Last AP:

User Traffic = 15 min =
Oo0Om OomQO
17.68 kB,
o8/
40 27 2090 1400 dan 27 2020 1418

.Juuc

Carousel of 4 related pie charts.

Allcategories = Dec 29 2079 1624 1 Dec 29 2019 1636 =

M 18:E2:C2:12:B9:53 (mlisag$$client26, Unknown) =
1P Address: 1120 195,243 (3) Usemame: 186202130053 {7) Canaaction {EAF)

Clier discomnected @ R715-AP-MLISA (2.

Tyee: Chsst 0% Type: Uninwn S50 miksa_wpaZses

12653 EAP Fadune: PSK Fafure (passphrase mis,
EAP Fallura: PSX Fallure (passphrase mis...
EAP Fudure: PSK Falure (passphrase mis,.

7m30s

Tonal Connecied Time

68.25%

G008 Conmearon

B.22%

Average Connmaion

0%
Fos Conmcion

HEALTH SUMMARY Dee 25 2018 162500
EAP Fadune: PSK Fadure (passphrase mis,.
EAP Fadure: PSK Fadure (passphrase mis...

EAP Falure: 3K Fadure (passphrase mis._
Canrection Events

u
o
o
o
®
(<}

a g <]

EAP Fadue: P3K Faluee [passphrase mis._

e - EAP Fadure: PSK Fadure (passphrase mis...

[
LR

Fab " EAP Fadure: PK Fadure (passphrase mis...

Cliert assocarted (B02.11] @ Ruckusd® (8...
Conaaction (Time To Connect)

o
o
o
o
o

Cliert discomnectsd § RuckeshP (10002
Clbert assocated (B02.11) @ Ruckusd® (6...

Rotenisg o Cllert disconnected § Ruckesh? (10002

[ - -

EAP Fabune: PSK Faduee [passpirase mis_
Cliert ansocrted (H011) @ Ruckusds (0.
Cliert discomnected @ RuckimA® (DR IEF_
AP Falue: PSK Fadure (passphrase mis__

Cliars assocarted (02 11) @ RPS0-1 (PG

Cliert discrrnected @ RIS (1CIAS0D...

Thrcugheas Estimain

g M D)

Metwork restents 24

———

Analytics

uUs Q, Search..

necidents = IncidentDetails

Incident Details

METWORK IMPACT

10 % of failures caused by 'PSK |

EAP FAILURES

Failures ratio

0%

60%

an%

0%

0%

CLIENTS

A v’,\ qj\‘q

Q
Client MAC

00:03:93:4F.0E:69
00:03:93:94.BE:4%
00:03:93:AF:33:44
00:03:93:F7.F0:0D
001254 FES:B2
00:12:5A:28:10:C4
00:12:5A:61:DAAT
00:12:5A:76:CD.C5
D0:12:5A:BB:2E:34

00:12:54:95:9C:C4

| Clients =

EAP failures are unusually high in Zone: Real-AP-Zone2

Root cause and

recommendations.

WGEw_

17 Impacted Clients

Manufaciuszar

Apple, Inc.
Apple, Inc.
Apple, Inc.
Apple, Inc.
Microsoft Corporation
Microsoft Corporation
Microsoft Corporation
Microsoft Corporation
Micresoft Corporation

Microsoft Corporation

SSID

rers Radio

Usemame

00039340268 (2)
00039334849
000393af3344 (2)
Uea393f7f00d
00125a1fe382
00125a2b10c4 (2)
00125a61daal
00125a76cdes
00125a8hZe34

00125a95%cc4

See Ho Ting | Ruckus Wireless, Inc

® 0

INSIGHTS

ROOT CAUSE ANALYSIS

Clients are failing authentication because the passphrase (PSK) does
not match the AP/SSID configuration.

RECOMMENDED ACTION

This is a common problem in networks where passphrase

Ive the issue,
1structure, while
n provided with

Hostname

miisag$$client2s (2) [

mlisag$Sclients (2)

miisag$$client? (2)

view details

miisag$$client27 (2)
miisag$Sclientds (2)
milisdyiclient (2)

mlisag$Sclient1 472} |

mlisag$$client3s (2)

E 0 V\\;\
o WI
0
P
Q«
Dec 25 12:00
FAILURES
100
€
-
o
L+
50 A
rr\"\‘\f\,v_vfﬂ A

-

Dec 25 12200

W i, ;M\PV\-'\ vl ’\H\"-\J\f—'

Dec 25 15:00

Time

Dec 25 1500

Time

Dec 251800

Dec 25 21:00

B E4F Failures [ EAP Attempts [l Total Failures

Dec2518:00

Dec 25 21:00

Summary of incident
info.



RUCKUS Analytics Features — Part 2
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r—_— oot 1 300 200+
Dversem twtas
TEST ComBUmATION oxemon
66.67% @ 18ms &= 6.21 Mbps @I 88.4 Mbps @&
T

Service Validation

= '
3
Network
@ Troemewen | AP o2 ) Cotn 18T | Semehan 140
Condigaration Charge
- . . . . . - ) (30
|- e - - - - - - L] - .- e L
. . o . . -
Overvien Configuration Charge Listieg
[ — Tonentoms e e P Favs— Oungetoem -
Rt b | e oo
" -
Tima 2 Conrmct -
e L i % ey 37 2300 Decky wlone TeetTone Pttan g et Fids ™ .
mﬂ_]'_m~ - My 27 2000 812 L P s V. 0 1

Configuration Change Analysis

R A e = o e et e @€Y

Wik ALk #h 5m

Siins Ovwrran.

(3= Network

= Type: Network | APs: 576 | Clients: 1668 | Switches: 51

Actions

Recommendation Details

DFS Channels @ o«

Recommended Configuration Enabled
What is the recommendation?

It has been observed that Zone: Fong@Home does not have DFS channels
enabled, it is recommended to enable DFS Channels for radio 5 GHz.

Al Recommendations
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Service Validation - Virtual Wireless Client

ol
Y RUCKUS

COMMSCOPE

Ana]ytics i Q Search.

Network Health = Network Health Test Report

tingan-test

APs Under Test: 3 APs | Test Result-33.33% pass | WLAN: OTA-JASON | Radio Band: 5GHz | Authentication Method: WPA2-Personal

Overview Details
Target AP Name Target AP MAC Station AP Name
710-196 OC:F4:D5:10:EB:00 73076
72099 18:4B:00:24:5F:50 73076
730-76 70:CA:97:0B:6E:00 61093

Station AP MAC

70:CA:97-0B:6E:00

70:CA:97:0B:6E:00

B4:79.C8:04:DAED

Station AP SNR

67 dB

65dB

78dB

* AP Firmware required — SZ 6.0.0.0.3067 or later

802.11 Auth

» Test any AP for wireless performance. This AP is the Target AP,

» Admin selects Target AP from the workflow

O Clients

PSK

) APs [ | Switches

DHCP

Fail

aaa

» RA selects the closest neighbor with strongest signal strength and marks that as station AP

« Caution - Station AP drops its regular client connection

« Station AP tests connectivity to Target AP

() Network Hierarchy

FisrtName 1818 LastName 1818 | Dog Company 1818 + 0 O

RE-RUN TEST TEST TIME Oct 152021 03:19:35 ~

Ping Traceroute

E

«»

- ONA




ol
What is Service Validation: Video Call QoE? 7r RUCKYS

Jeo Call QoE > Test Report

> |
rT%?nteeiMay 212021 08:57:22 1 End Time: May 21 2021 09:09:40 1 Duration: 12m 18s video Call ot (@EZZID
‘articipant Details
Participant Client MAC P Network Type #fn"e ';.":‘:: AP AP MAC SSID Radio Wi-Fi Connection Quality
Jpero BE.0B.CFA5... / 769.88.170 WiFi 0857 (09.09 R510_Office EC:58:EA:09:80:80 RA_vSZ_Network 2.4GHz [ Good ]

JP4BetterWiFi B0:35:9F:07.... 76.9.88.170 Wi-Fi 08:59 09:09 R510_Office EC:58:EA:09:80:80 RA_VSZ_Network 5GHz @
oom Call Statistics .
il

itter \ Latency

B JP4BetieWiFl & Jperc JP4BetterWIFI
50 200
40
L L TR -
30
g £ 10
20
50
10
L] 0
Video Tx Video Rx Audio Tx Audio Rx Video Tx Video Rx Audio Tx Audio Rx
Packet Loss Video Frame Rate
B Jpero i B Jpero
] 0
B B 20
- L Sseiesneeess ssssssssesserss s T ——— -
1 10
0 0

Video Tx Video fx Audio Tx Audio Rx Video Tx Video Rx




What is RUCKUS One?

Al-Driven

Converged
Network Assurance

and

Business Intelligence

Platform
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Ruckus offers Whole Pie under single management = #F «wss

Connectivity Authentication

Open platform API Policies and RBAC

Monitoring Visibility

Incident responses
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5
Entire organization v] [{E-) Last 24 hours ]

Client Experience P
Top 5 Venues/ Services with poor experience

Alarms

= 387

Srare Connection Time to Client online APs
; Success Connect Throughput
=
Venue A ) B7% A2% 53% S0%
. . . _ Umder 5 ms Above 10 Mbps
® 4P configuration update failed AP configuration
AP-E321707 Today, 15:43
o Venue B 72% 67% 93% 72%
@ AP configuration update failed AF configuration Linder 5 m> Above 5 Mbps
AP-8321701 Today, 15:43
= Wenue C 90% 90% 93% 90%
= & AF configuration update failed AF configuration Unider 4 ms Above & hibps
AP-E321701 Today, 15:43
i _ ) _ _ Wenue D (1]]] 90% 90% 93% 0%
4 @ 4P configuration update failed AF configuration Undear & ms Above 10 Mbos
AP-E321707 Today, 1343
L - Venue E (1111} 90% T2% 67% 90%
POI'CleS and Secu rlty Unider 2 ms Above 10 Mbps
= Venues Devices Clients

\ Wi-Fi Gh
800 6210 g E d e I OT
) 8

Wireh Wired
621 184



簡報者
簡報註解
Single sign-on and unified UI/UX with features from multiple products (AI/Analytics, Cloudpath, IoT,..) available in the same platform via bundles and add-ons

Integrated Analytics on primary dashboard … navigate through tab or click on incidents to open more Analytics details
Services / Policies = Cloudpath integration – policy and security engine built into R1
Edge / IoT integrations … coming in 2H


RUCKUS One Commercial

yP RUCKUS

COMMSCOPE

* Ruckus One GA in Mid June
* Pricing in May price book
* Today Beta3.0 already support WIFI6E (request on demand for early adopter)
* 180-Day Grace Activation Period
* R1 support ICX8200 in Mid June only
* Long term: Ruckus One on-prem (2024+)
Ruckus One Edge (Q3-23)

$S

Everything in Essentials
Network Segmentation
Advanced Analytics
Advanced Cloudpath (*)
Advanced loT ()

SSO Login )

Account Administration
Unrestricted Scale
Basic Analytics

Basic Cloudpath (")
Basic loT (")

[ ] o
Add-On Services
(*)

(*) 2H-2023

N
CLD-ESNT-REC1
CLD-ESNT-REC3
CLD-ESNT-REC5
CLD-ESNT-EDU3
CLD-ESNT-EDU5

CLD-PROF-REC1
CLD-PROF-REC3
CLD-PROF-REC5
CLD-PROF-EDU3
CLD-PROF-EDUS

CLD-PROF-MSP1
CLD-PROF-MSP3
CLD-PROF-MSP5

Description
Essentials AP/Switch/Edge Device 1-Year for End Customers
Essentials AP/Switch/Edge Device 3-Year for End Customers
Essentials AP/Switch/Edge Device 5-Year for End Customers
Essentials AP/Switch/Edge Device 3-Year for Education

Essentials AP/Switch/Edge Device 5-Year for Education

Professional AP/Switch/Edge Device 1-Year for End Customers
Professional AP/Switch/Edge Device 3-Year for End Customers
Professional AP/Switch/Edge Device 5-Year for End Customers
Professional AP/Switch/Edge Device 3-Year for Education

Professional AP/Switch/Edge Device 5-Year for Education

Professional AP/Switch/Edge Device 1-Year for MSP
Professional AP/Switch/Edge Device 3-Year for MSP
Professional AP/Switch/Edge Device 5-Year for MSP

e 2H- Ability to Pause Usage within an Extended Term
CLD-R1-TMPQO90-REC RUCKUS One Trial 90-Day for End Customers
CLD-R1-TMP090-MSP RUCKUS One Trial 90-Day for MSP




Essentials Vs Professional PT RUCKUS
e 1 month data retention for RA e Everything in Essentials plus:
e |ncidents and Insights e 12 months data retention for RA
e Client Troubleshooting e Service Validation virtual client
e Al Health e Service Validation virtual wireless client
e SLA’s * Video Call QoE
e Built-in Reporting e Config Analysis (post-GA)
e Scheduled Reporting e Al Recommendation (post-GA)
e Data Studio e Al-driven Cloud RRM (post-GA)
e Graph QL APIs (post-GA) e Al-driven Predictions (post-GA)
* Each Essentials Device license incl. 20 CP * Brand 360 (post-GA)
Users « Webhooks (post-GA)

 Each Professional Device license incl. 30 CP
Users
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RUCKUS WAN GATEWAY

RWG

COMMSCOPE 1 I

s RWG mmn=

S
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Y RUCKUS
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MNets

&
y 4
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hardware
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RUCKUS WAN GATEWAY

RWG

COMMSCOPE

W Factory Reset

© Shutdown


簡報者
簡報註解
Put rXg software (with a Ruckus skin) on Dell hardware and sell it as RWG.

We’ve already done this thousands of times (without the Ruckus skin). We have numerous large scale customers to point to. AT&T, Apogee, Viasat to name a few. 

We’re leveraging what we’ve already done well for over a decade and we will expand on this with the Ruckus brand.


Fi B &P 4E RWG PT RUCKUS

g Data Plane
- All required services are , routling— microfslegmentatio[\rllA—Ttra;Sch/ZaNpi[;\ﬁcp
: : : irewall - content filtering - ¢ - SD-
tightly integrated in RWG. NG BNG - BGP
- SmartZone Controllers and
ICX switches can be adopted
by RWG, greatly increasing Control Plane
the deployment Speed for I I WG® < captive portal - instant subscriber self-provisioning
Iarge and complex networks. commscopE billing - e[?PSK - venue p.o.rtal - NAC - location
services - vulnerability assessment
- RWG also offers a
northbound REST API for
configuration and Management Plane
monito ring. wired. e?nd.wireless auto-configuration - zero t.ouch
provisioning - test & measurement automation -
" data warehousing - reporting
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簡報者
簡報註解
RWG incorporates all of the intelligent aspects of a service provider network infrastructure into a single, unified, platform. 
The data planes of traditional service providers consist of a last mile infrastructure, where subscribers are tied to a central office with one or more border network gateways (BNG) or broadband remote access servers (BRAS) to enforce the subscription policy. These BNGs are in turn linked to external, centralized control plane solutions that include operational support systems (B/OSS) and customer relationship management (CRM) systems for provisioning and billing. Then a completely separate management plane composed of network monitoring and element management systems (N/EMS) is deployed to maintain configuration and uptime. 

BRAS = broadband remote access server
B/OSS = Business/Operations Support Systems
N/EMS = Network/Element Management System



A~ HRUCKUS P RUCKUS

Adoption of ICX Switches and SmariirrorST  P¥ RUCKUS

RUCKUS SmartZone

(ZALLRelely  yyCKUS Unleashed/ZoneDirector [LARLCLE[B
ADTRAN vWLAN

uration chi Sy A7 lIs) and ICX

« RWG adOptS I« ¥ RUCKUS ICX Switch
in sync with its ADTRAN G.fast DPU

- When requirec gDT?N Ne‘;a:tf“
(using SSH). ampium cniviatrix

Ci 10S Switch Aruba |IAP
isco witc
- RWG creates t . LDP. ArubaOS$s
Dell S3100 Series .
Ext ERS Switch Cambium cnMaestro
Switches
Dt MName — Online reme WI c Location CiSCO Catalyst IOS_XE WLC

Extreme EXOS Switch I
Extreme VSP Switch [
° Ea © FS Switch

Cisco WLC/WiSM
Extreme WING VX/NX

0 icxnse @
3

ik W Extreme XCA/XCC
eneric Switc )
e Generic Controller
witc g
WLAN Controllers : Generic Controllerless
a Name . Online Junlpef EX (+ELS) Yelonts Meraki
- g=aa © Positron R :
sanc _ Mist
T p = L'n k s‘-.lolL.-'dF-mn H
ES, 160y p[g|6t
1 Found | Samsung WEC
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AT A

Guest virtual machines
run within the RWG host

| Unit 3A

<

Unit SB| RUCKUS WAN GATEWAY ’ 6667682 _ 223

“N 1] RWG

Unit 2A

. asss® WiFi+ 10T @

Unit 2B

VLAN 1000 - 1220

Unit 1A

WiFi + loT @ .

) assa®

‘o Unit1B |-

.
‘.
' @

I

10.1.0.1/24 - 10.1.200.1/24

Dynamic VLANs and assigned public IP addresses are
congruent across a unified security model for

Gym

wireline, WiFi, CBRS and loT access.

Unified multi-access microsegmentation.
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66.67.68.221 - 223 VLAN 1136 66.67.68.36 VLAN 1088

Inside Unit 101 1 360/24 | Inside Unit 101 680/24
B '
‘\ psk: hellolleh g ! Rt psk: byebyebye

.ty —
= AR ) \
o > RN B
SR SR Sl < d
SRR N o N
RN (ALY A N
3 At b =SSN AN
4o AN 4 RO |
3. \ ARy
b X
8

\ asss®

WiFi + loT T WiFi + 10T


簡報者
簡報註解
Applies to MDU, hospitality, co-working, etc. Any multi-tenant space.

Key value propositions:
Multi-access micro-segmented network architecture routing, LAN, eDPSK (F/PMS integrated) WLAN, IoT and PLTE/CBRS
Virtual residential gateway - comprehensive subscriber instant provisioning, billing and on-going mgmt portal - public IPs, switch ports, rate limit, transfer quotas, IoT (in unit)
Venue portals - conferences (“sales person can tell the network to reconfigure itself at a certain date/time”), IoT (“facilities management can recharge ACs without entering the unit”), FOM 


RUCKUS ON

All in One EH .5

i 140 RA

s

' loT Insight

ZILIER:
AN E R AR

CloudPath ANPEAR K
B {1 7 AP & SW
FELE S SN e SN

BT STATS



簡報者
簡報註解
The service give you the power to build onboarding workflows.
You can customer by user and device if you want to. 
You can design workflows that are entirely self-service, or incorporate internal sponsors into the workflow.

Transition
Now let’s have a quick look at an actual screen shot from the UI. 
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